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The US Government attributes the Russian Foreign Intelligence 
Service (SVR) with the attacks. Initial date of compromise is 
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OK so…?
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Do androids dream of electric sheep?

*What are AI hallucinations? |  Google Cloud

A (very short) overview of AI Hallucinations

https://cloud.google.com/discover/what-are-ai-hallucinations


Do androids dream of electric sheep?

Dr. Geoffrey Hinton
• Considered one of the “Godfathers of Deep 

Learning”,

• 1978: PhD in AI,

• 2013: His AI company DNNresearch was acquired by 
Google,

• 2018: Won the Turing award,

• May 2023: Resigned from Google due to his 
“concerns about the risks of artificial intelligence 
technology”,

• October 2024: Won the Nobel Prize in Physics 2024

Notice the 
Q&Ain present 
tense!

November 2023: Gave this interview to NBC’s “60 Minutes”:

A (very short) overview of AI Hallucinations
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When AI hallucinations become coding nightmares

“An android having a nightmare”
Prompt by Yossi Rachman using DALL-E 3
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Can you trust ChatGPT’s package recommendations? 
(vulcan.io)

https://vulcan.io/blog/ai-hallucinations-package-risk
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Protecting your code from AI nightmares

“An android sleeping peacefully with a dream 
catcher hanging above its bed”

Prompt by Yossi Rachman using DALL-E 3
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(Python Package Index), GitHub, or documentation from reputable sources.
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Wonderous new technology,

and yes, devastating potential

with emerging attack vectors



However, safeguards are already underway



With the right precautions and practices…



But never trust cyborgs ;-)

With the right precautions and practices…



Questions?
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